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	         CySEC Regulatory Sandbox – Application Form

	APPLICATION FORM – CySEC Regulatory Sandbox

	1. Introduction

	
Submission
This application form should be completed in its entirety with all fields populated appropriately and submitted to regulatory.sandbox@cysec.gov.cy by the entity intending to participate in the CySEC Regulatory Sandbox (hereinafter the “Applicant”). All questions applicable to the case of the Applicant should be duly completed, or, if they are not applicable state “N/A”. 

Examination process and outcome
CySEC will assess the information contained in and accompanying this application form. In specific, CySEC will examine whether the Applicant:
(a) has provided all the information and supporting documentation requested in this application form; and 
(b) meets the eligibility criteria as defined herein. 
Applicants will be informed about the result of the assessment via email, within 6-8 weeks from the date of receipt of a completed application. CySEC retains the right to request additional information during the assessment process. CySEC’s decision regarding an applicant’s entry to the Sandbox shall not be subject to appeal/challenge or any other form of judicial/extra-judicial recourse by the applicant under any circumstances.

Eligibility criteria:

1. Genuine innovation
2. Consumer benefit and overall financial market improvement
3. Readiness for testing in a production environment
4. Necessity for testing
5. Intention for product/tool/solution development in the domestic market


Contact for queries
For any support pertaining to the application form please refer to the CySEC Regulatory Sandbox website and/or contact us via our designated email address regulatory.sandbox@cysec.gov.cy.







Data Protection
As part of this application form, you will be asked to provide personal data such as name and contact details for CySEC to be able to contact you about your application. This personal data is collected and processed on the basis of Article 6(1)(e) of the EU General Data Protection Regulation 2016/679 (“GDPR”) and the provisions of Law 125(I)/2018 providing for the protection of natural persons with regard to the processing of personal data and for the free movement of such data.



	2. General Information

	Please provide us with the below information about the Applicant: 

	1. Legal name:
	

	2. Trading name (if different from legal name):
	

	3. Country of incorporation:
	

	4. Company registration number:
	

	5. Address of registered office:
	

	6. Address of head office (if different from registered office): 
	

	7. Electronic mail address:
	

	8. Telephone number:
	

	9. Website address (if any):
	



	Please provide us with the below information about the natural person submitting the application on behalf of the Applicant. 

	10. Surname:	
	

	11. Name:
	

	12. Position in the applicant (e.g. director):  
	

	13. Email:
	

	14. Telephone number:
	

	3. Business operations of the applicant

	1. Is the Applicant authorised by CySEC?  

(If yes, please state the license number of your CySEC authorisation. 
If not, please state if any of the following apply:
1. Whether you are currently in the process of applying / have applied for CySEC authorisation;
2. Whether you consider that you will not require CySEC authorisation for your product/service in the Regulatory Sandbox. For example, whether: 
· you do not engage in the provisions of regulated services; and/or
· qualify for a regulatory exemption; and/or
· intend to test your service or product via the use of demo accounts/data; 
3. Whether you intend to enter into a collaboration agreement with a CySEC-regulated entity for the purposes of participating in the Regulatory Sandbox).

	


	2. In which sector does the Applicant operate / intends to operate? 
(Please indicate any/all sector(s) that apply. The list provided below is non-exhaustive. If the applicant’s sector of operations does not correspond to any of the options stated below, please choose “Other” and provide a brief description.)

	                              ☐

Asset management
                                ☐

Crowdfunding
                          ☐

Investment services 
                                   ☐

Multilateral trading facility (MTF) / organised trading
Facility (OTF)	    
                                                                   ☐

Blockchain / cryptoasset-related services                  
                                     ☐

Issuance of cryptoassets 
☐

Administrative services                                               
                                                             ☐

Safekeeping / depositary activities
         ☐

Remote onboarding solutions for AML 
compliance purposes
                                            ☐

Regulatory and AML compliance and reporting solutions 
☐

Other (please specify): 






	3. In which country/countries does the Applicant operate? 
(Please list all countries.)

	







	4. Please provide a comprehensive description of the Applicant’s main activities 

	





	5. Please provide a description of the cutting-edge technologies currently utilised by the Applicant as well as a comprehensive description of embedding the innovative solution in the Applicant’s business model (if any)

	






	4. Business Model and the Proposed Solution

	1. Please provide a comprehensive description of the business plan and the proposed solution

	











	2. Please describe the user journey by demonstrating the steps and interactions the users go through when they engage with the product/service

	




































	5.1 Eligibility Criteria
Genuine innovation in product/service/business model

	1. Please explain why the proposed product/tool/solution is considered innovative

	







	2. List the cutting-edge technologies incorporated in the proposed product/tool solution 

	











	3. Demonstrate any non-technological innovation provided by the proposed product/service (e.g. revolutionary business model from a commercial perspective)

	











	4. Describe whether the proposed solution is new to the Cyprus market or whether it is an improvement to an existing product/tool solution

	















	5.2 Eligibility Criteria
Consumer benefit and overall financial market improvement

	1. Demonstrate the value added by the proposed product/tool/solution to consumers and/or the improvement of the overall financial market 

(For example, identify whether the proposed solution:
· Benefits consumers in terms of quality of service, lower costs and fees, general access to services (financial inclusion);
· Enhances investor protection and market integrity;
· creates efficiencies in the provision of financial services and/or activities facilitating the provision of financial services;
· facilitates compliance with the applicable regulatory framework;
· contributes to the competitiveness of the financial market).

	













	5.3 Eligibility Criteria
Readiness for testing in a production environment

	1. Provide evidence that the proposed solution is mature enough to be tested in a production environment in the real market with real consumers. In specific, please provide: 
(a) a well-developed testing plan;
(b) adequate safeguards for consumer protection (e.g. relevant permissions / authorisations / business continuity / transitional arrangements) throughout the testing period and in case of premature termination of the testing period;
(c) an outline of the way in which CySEC will have continuous access to the testing environment to conduct any required monitoring procedures.


	

	2. Showcase how and what data will be used during the testing phase and how such data will be acquired (e.g. real time, historical, anonymized, and synthetic testing data). Please provide us with your Data Protection Policy and Privacy Policy (or equivalent documentation) to demonstrate that the Applicant is compliant with the relevant data protection laws. 

	





	3. Please indicate the laws/regulations applicable to the deployment of your proposed solutions and what actions you have taken / intend to take to comply with them.  

	

	5.4 Eligibility Criteria
Necessity for testing

	1. Describe the necessity for testing your innovative product/tool/solution through participation in the Regulatory Sandbox. For example, state any matters for which you require CySEC’s guidance, any regulatory issues relating to your innovative product/tool/solution, or any other basis for which testing in the Regulatory Sandbox should take place.

	









	5.5 Eligibility Criteria
Intention for product/tool/solution deployment in the Cyprus market

	1. State whether the Applicant intends to deploy the proposed product/tool/solution in the Cypriot market after its testing in the Regulatory Sandbox.

	

	6. Risk Assessment and Risk Management Procedures

	1. Describe the main supervisory risks for CySEC, risks for customers/users and business risks and compliance risks for the Applicant associated with the proposed product/tool/solution

	



	2. For each risk, please propose and describe at least one prevention/mitigation solution 

	



	7. Testing Parameters

	1. Please specify the type of customers/users to which the product/tool/solution will be addressed.

	

	2. Please indicate the minimum and maximum number of consumers/users to which product/tool/solution will be applied. 

	



	3. Demonstrate that adequate funds/liability insurance are in place in case of customer investment losses due to failure or discontinuation of the product/service being tested

	

	4. Please indicate the key milestones you expect in relation the testing of your product/tool/solution within the testing period.


	

	8. Measurable Success Criteria (Key Performance Indicators – KPIs)

	1. List the qualitative and quantitative parameters (KPIs) the firm can be evaluated against during the testing phase in the Regulatory Sandbox. Describe how these parameters are vital in the business model of the proposed solution and as a result indicative for the performance of the product/service?

	

	9. Partnership and Cooperation for Testing

	1. In case the Applicant is a non-regulated entity, indicate any potential partnerships with CySEC-regulated firms for the purposes of testing the product/tool/solution and provide any relevant information/documentation to this end. 

	





	
10. Additional information and Annexes 

	1. Please state any other information the applicant considers to be relevant in the assessment for its participation in the Regulatory Sandbox

	









	2. Please indicate the documentation that will be attached to your application form.


	
Documents to be submitted by all applicants (without prejudice to further documents that must be submitted or may be requested to be submitted by CySEC): 
☐

          Business plan / pitch deck or equivalent documentation
☐

          Data Protection Policy (or equivalent documentation) 
☐

          Privacy Policy

Documents to be submitted only by applicants which have not obtained a CySEC authorisation:
☐

          Certificate of incorporation (or certificate of registration, in case of a partnership)

          ☐

          Certificate of shareholders (or certificate of partners, in case of a partnership)

          Certificate of directors and secretary (if applicable)☐

☐

          Certificate of registered office 
☐

          Certificate of good standing 
☐

          Organisational structure of the applicant
☐

          Group structure of the applicant’s group 
☐

          Partnership agreement with a CySEC-regulated entity or draft thereof (if applicable)


Other documents submitted (please specify):
☐

           ………………………………….
☐

           ………………………………….
☐

           ………………………………….























CONFIRMATION STATEMENT



I hereby responsibly declare and confirm that:

(a) I have exercised all due diligence in ensuring that all the information stated in this application form, as well as the details and documents that accompany it are correct, complete and accurate.    

(b) I will immediately notify CySEC in writing, where, in the period between the submission of this application form and CySEC’s decision, a change takes place in the information or and details and documents submitted with the application form.

I acknowledge and accept that CySEC may reveal information in the discharge of its duties, as these are defined in the applicable law.

By this statement and in full comprehension of its contents, I give my express consent for the processing of my personal data, sensitive and not, in accordance with the applicable data protection laws, as amended from time to time by national and/or European legislation. 





Signature 	......................................................

Full name 	......................................................

Date	...................................................... 
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