
                                                                                          

  

 
To : Regulated Entities   

i. CIFs 
ii. ASPs 
iii. UCITS Management Companies 
iv. Internally managed UCITS 
v. AIFMs 
vi. Internally managed AIFs 
vii. Internally managed AIFLNPs 
viii. Companies with sole purpose the management of AIFLNPs 

 
From  : Cyprus Securities and Exchange Commission  
 
Date  : February 28, 2019 

Circular No : C 299 
 
Subject  : Guidance on Identifying, Assessing and Understanding the Risk of Terrorist 

Financing in Financial Centres 
 

 
Further to the release of the Guidance on Identifying, Assessing and Understanding the Risk of 
Terrorist Financing in Financial Centres (‘the Guidance’) in January 2019 which was examined 
and endorsed by Moneyval Committee of the Council of Europe at its 56th Plenary meeting, the 
Cyprus Securities and Exchange Commission (‘the CySEC’) issues the following as a summary of 
its findings:  
 
In recognition of the fact that there is limited information available internationally about the 
use of formal financial systems for terrorist financing (TF) purposes, international TF experts 
and representatives from a number of financial centres (FCs), took part in a workshop to 
consider the specific TF risks facing FCs and the information they should draw on for the 
purpose of identifying, assessing and understanding these risks.  
 
The conclusions from the workshop were set out in the said Guidance for the participating 
jurisdictions to use in assessing their TF risks and to assist other jurisdictions that may face 
similar challenges, in furtherance of the global fight against TF. 
 
The Guidance has been prepared on the basis that the primary TF risk for most FCs is likely to 
arise from their use as transit jurisdictions for the movement of funds linked to terrorist activity 
outside the jurisdiction, or from their involvement in the management of foreign funds or 
businesses that are linked to such activity. Specifically, according to the Guidance, the more 
likely exposure to TF for FCs arises from their high levels of cross border business, particularly 
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complex transactions and the international activities of their charities and other non-profit 
organizations (NPOs) with the attendant possibility of the services and products offered by FCs 
or assets raised and/or disbursed by their NPOs being used by parties outside the jurisdiction 
to fund terrorism abroad.  
 
An additional consideration when assessing TF risk is the crossover between threat and 
vulnerability as it is not possible fully to distinguish between TF threat and the vulnerability 
arising from products and services being used for TF purposes. The Guidance mentions two 
aspects for the assessment of the TF threat of a FC: 
i. The first aspect is to look at connections between the FC and focus jurisdictions, including 

the extent to which the FC’s businesses or NPOs may be involved in the international 
movement of goods that could be used for terrorism or to finance terrorist activities.  

ii. The second aspect is to consider the extent to which terrorism or TF is occurring in 
jurisdictions with which the FC has close geographical and/or political links. 

 
The assessment of the TF vulnerability of a FC also contains two aspects:  
i. An examination of the extent to which the services or products offered by FCs are likely to 

be attractive for TF purposes; and  
ii. the extent to which the FC has adequate measures in place to address TF.  
 
All Regulated Entities must consider the Guidance, attached to this Circular, in identifying, 
assessing and understanding TF risks for the implementation of adequate and appropriate 
policies, controls and procedures so as to mitigate and manage TF risks effectively, as per article 
58(a) of the Prevention and Suppression of Money Laundering and Terrorist Financing Law of 
2007. 
 
 
Sincerely, 
 
 
 
Demetra Kalogerou 
Chairwoman of the Cyprus Securities and Exchange Commission 
 
 


















		2019-02-28T13:11:50+0000
	Not specified




